Non Disclosure and Code of Practice Agreement
i. Confidentiality:- Confidential information, whether produced or recieved during the course of employment with <NAME OF THE ORGANISATION>, pertaining to the organisation or clients, must not be disclosed without written permission. You shall be required to familiarise yourself with and abide by the requirements of prevailing Data Protection Policy at all times as an employee.

ii. Non-Disclosure:- Information about individuals will not be divulged to any other individual or organisation without the express consent of the person concerned.

iii. Post employment Restrictions:- Post employment restrictions are in force to protect the legitimate interests of the organisation. 

a) You shall not, except in the course of your duties or unless ordered to do so by a court of competent jurisdiction, either during or after your employment with us, use or disclose to any person or organisation any information relating to the organisation or its clients.

iv. Records:- All documents, papers and records of every kind (Written or Recorded) whether originals, copies or reproductions and whether prepared by you or by others, relating to the organisation and also its clients, shall be the sole and exclusive property of the organisation. You will not remove any of the above materials and will not, at any time, give or disclose such materials to any unauthorised person or entity. Upon seperation, you will return to the organisation all such materials including copies.

v. Organisation IT security policies:- 

a) Do not download or use any unapproved personal software (including games and screen savers) that have not been issued by the organisation.

b) Do not send offensive messages or access, download, or forward inappropriate material from/on the internet/email systems.

c) Do not send or forward e-mails containing messages or images that are considered defamatory, profane, obscene or derogatory.

d) Do not use organisation land lines or mobile phones to call, text (Send SMS) or picture message individuals with messages, pictures or video clips that are in contravention of any applicable legislation.

e) Do not use organisation provided internet access and email services for non-business reasons or for personal use, unless authorised. 
vi. Remedies:- In addition to any other remedies that the organisation may have at law or in equity, both the parties agree that the organisation shall have the right to have all provisions of this agreement specifically performed. The organisation shall have the right to retain any amounts otherwise payable to you to satisfy any of your obligations as a result of any breach of this agreement.

vii. Personal Consequences:- If, for any reason, it is learnt that some information has inadvertently transferred from <NAME OF THE ORGANISATION>, which should not have, the Director will immediately hold a meeting with the officer(s) concerned and investigate the matter and execute corrective action, as soon as possible. The Director will report any such occurrences to the Chair of <NAME OF THE ORGANISATION>. 
You are required to familiarise yourself fully and comply with the organisation policies on Information Security, Data Protection Act, etc. as amended from time to time.

I agree to abide by the above “Non Disclosure and Code of Practice Agreement”, Data Protection Policy and its guidelines and other standard rules and regulations of the organisation.

	Name 
	-

	Signature
	-


	Date
	-

	Address
	-
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